
The Zuc virus comes from Italy; it is named after the person who discovered it.

This virus, which resides in applications, opens the “Desktop” file on the current volume 
and infects all the applications referenced in it. Ninety seconds after it becomes active, 
the cursor starts to bounce on the screen.

The Zuc virus does not infect applications with built-in virus checking such as XPress 
and the anti-virus programs. Although it is not widespread at this time, it is highly 
contagious and it is specifically designed to thwart many anti-virus programs.

The Zuc vaccine also recognizes Zuc B and Zuc C variants.


